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          CVE-2010-1319
          
        	
          10.0
        	
          
            Integer overflow in the AgentX::receive_agentx function in AgentX++ 1.4.16, as used in RealNetworks Helix Server and Helix Mobile Server 11.x through 13.x and other products, allows remote attackers to execute arbitrary code via a request with a craf
          

        	
          29-12-2010 - 05:00
        	
          20-04-2010 - 15:30
        
	
          
            
          
        	
          CVE-2010-1318
          
        	
          10.0
        	
          
            Stack-based buffer overflow in the AgentX::receive_agentx function in AgentX++ 1.4.16, as used in RealNetworks Helix Server and Helix Mobile Server 11.x through 13.x and other products, allows remote attackers to execute arbitrary code via unspecifie
          

        	
          24-11-2010 - 05:00
        	
          20-04-2010 - 15:30
        
	
          
            
          
        	
          CVE-2010-1317
          
        	
          7.5
        	
          
            Heap-based buffer overflow in the NTLM authentication functionality in RealNetworks Helix Server and Helix Mobile Server 11.x, 12.x, and 13.x allows remote attackers to have an unspecified impact via invalid base64-encoded data.
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