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          CVE-2010-0051
          
        	
          4.3
        	
          
            WebKit in Apple Safari before 4.0.5 does not properly validate the cross-origin loading of stylesheets, which allows remote attackers to obtain sensitive information via a crafted HTML document.  NOTE: this might overlap CVE-2010-0651. Per: http://li
          

        	
          19-09-2017 - 01:30
        	
          15-03-2010 - 14:15
        
	
          
            
          
        	
          CVE-2010-0651
          
        	
          4.3
        	
          
            WebKit before r52784, as used in Google Chrome before 4.0.249.78 and Apple Safari before 4.0.5, permits cross-origin loading of CSS stylesheets even when the stylesheet download has an incorrect MIME type and the stylesheet document is malformed, whi
          

        	
          19-09-2017 - 01:30
        	
          18-02-2010 - 18:00
        
	
          
            
          
        	
          CVE-2010-0654
          
        	
          4.3
        	
          
            Mozilla Firefox 3.5.x before 3.5.11 and 3.6.x before 3.6.7, Thunderbird 3.0.x before 3.0.6 and 3.1.x before 3.1.1, and SeaMonkey before 2.0.6 permit cross-origin loading of CSS stylesheets even when the stylesheet download has an incorrect MIME type 
          

        	
          19-09-2017 - 01:30
        	
          18-02-2010 - 18:00
        
	
          
            
          
        	
          CVE-2010-0653
          
        	
          4.3
        	
          
            Opera before 10.10 permits cross-origin loading of CSS stylesheets even when the stylesheet download has an incorrect MIME type and the stylesheet document is malformed, which allows remote attackers to obtain sensitive information via a crafted docu
          

        	
          21-09-2010 - 05:46
        	
          18-02-2010 - 18:00
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