
    
      
                  
          
          
            

  
    [image: ]
  

  
    	Recent CVE
	Browse CVE per vendor
	Browse CWEs
	
        
          
            
            
              
            
          

        

      

	About
      


    
  




          
          
          
          
          
          
          

          
          
          
            
  
  	Home
	CVEs with refmap.misc==http://www.atstake.com/research/advisories/2003/atstake_etherleak_report.pdf


  	Max CVSS	5.0	Min CVSS	5.0	Total Count	2


  		ID	CVSS	Summary	Last (major) update	Published
	
          
            
          
        	
          CVE-2003-0001
          
        	
          5.0
        	
          
            Multiple ethernet Network Interface Card (NIC) device drivers do not pad frames with null bytes, which allows remote attackers to obtain information from previous packets or kernel memory by using malformed packets, as demonstrated by Etherleak.
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