
    
      
                  
          
          
            

  
    [image: ]
  

  
    	Recent CVE
	Browse CVE per vendor
	Browse CWEs
	
        
          
            
            
              
            
          

        

      

	About
      


    
  




          
          
          
          
          
          
          

          
          
          
            
  
  	Home
	CVEs with refmap.misc==http://www.mnin.org/advisories/2006_novell_httpstk.pdf


  	Max CVSS	7.5	Min CVSS	7.5	Total Count	2


  		ID	CVSS	Summary	Last (major) update	Published
	
          
            
          
        	
          CVE-2006-5478
          
        	
          7.5
        	
          
            Multiple stack-based buffer overflows in Novell eDirectory 8.8.x before 8.8.1 FTF1, and 8.x up to 8.7.3.8, and Novell NetMail before 3.52e FTF2, allow remote attackers to execute arbitrary code via (1) a long HTTP Host header, which triggers an overf
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