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          CVE-2006-2940
          
        	
          7.8
        	
          
            OpenSSL 0.9.7 before 0.9.7l, 0.9.8 before 0.9.8d, and earlier versions allows attackers to cause a denial of service (CPU consumption) via parasitic public keys with large (1) "public exponent" or (2) "public modulus" values in X.509 certificates tha
          

        	
          18-10-2018 - 16:44
        	
          28-09-2006 - 18:07
        
	
          
            
          
        	
          CVE-2006-5179
          
        	
          5.4
        	
          
            Intoto iGateway VPN and iGateway SSL-VPN allow context-dependent attackers to cause a denial of service (CPU consumption) via parasitic public keys with large (1) "public exponent" or (2) "public modulus" values in X.509 certificates that require ext
          

        	
          08-03-2011 - 02:42
        	
          10-10-2006 - 04:06
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