
    
      
                  
          
          
            

  
    [image: ]
  

  
    	Recent CVE
	Browse CVE per vendor
	Browse CWEs
	
        
          
            
            
              
            
          

        

      

	About
      


    
  




          
          
          
          
          
          
          

          
          
          
            
  
  	Home
	CVEs with refmap.misc==https://www.blackhat.com/docs/asia-15/materials/asia-15-Mantin-Bar-Mitzvah-Attack-Breaking-SSL-With-13-Year-Old-RC4-Weakness-wp.pdf


  	Max CVSS	5.0	Min CVSS	5.0	Total Count	2


  		ID	CVSS	Summary	Last (major) update	Published
	
          
            
          
        	
          CVE-2015-2808
          
        	
          5.0
        	
          
            The RC4 algorithm, as used in the TLS protocol and SSL protocol, does not properly combine state data with key data during the initialization phase, which makes it easier for remote attackers to conduct plaintext-recovery attacks against the initial 
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